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I. CATALOG DESCRIPTION

A. CEIE 683 Water and Wastewater Systems Security (3:3:0)

B. Prerequisite: BS in Civil Engineering, or CEIE 440 and CEIE 455

C. Catalog Description:

Examines the overall security of water and wastewater systems. Covers theory and methods to: define water and wastewater infrastructure as physical and organizational systems; explore historical and future concepts of security of infrastructure systems; identify actors and their interactions in the organizational infrastructure, and threats—biological, chemical, physical, human—to water and wastewater infrastructure; describe the behavior of the physical infrastructure under stress (threat, attack, recovery), and the behavior of the organizational infrastructure under stress; examine the history of threats/attacks against water and wastewater systems, and the evolution of the design/operations/maintenance paradigms in response to changes in threats; design and implement proactive responses to security threats through the use of vulnerability assessments, and models of the organizational and physical infrastructure system.

II. JUSTIFICATION

Course necessity: This course is a new course in the CEIE M.S. degree program. The course supports both the Graduate Certificate in Civil Infrastructure and Security Engineering, and the water and environmental systems specialization of the CEIE M.S. degree. It provides fundamental knowledge related to the security of water and wastewater systems in the context of a life-cycle approach, including design, construction, operation, and maintenance.

Relationship to other courses: This course is directly related to the remaining courses in the CEIE Graduate Certificate Program “Civil Infrastructure and Security Engineering.” It provides unique knowledge relevant both for planners and designers of water and wastewater systems, as well as engineers in charge of their operation, maintenance and security.

III. APPROVAL HISTORY

A. Approved by the Civil, Environmental & Infrastructure Engineering Department on October 29, 2003.
B. Approved by the IT&E Graduate Studies Committee on.
C. Approved by the IT&E Dean on

IV. SCHEDULING


Existing Faculty With Expertise in Subject Area
Mark H. Houck and Sharon deMonsabert
V. COURSE OUTLINE

1. Water and wastewater systems—physical and organizational infrastructure;
2. Concepts of security of infrastructure systems—historical and future;
3. Organizational infrastructure—actors and relationships;
4. Threats to water and wastewater infrastructure—biological, chemical, physical, human;
5. Behavior of the physical infrastructure under stress (threat or attack);
6. Behavior of the organizational infrastructure under stress (threat or attack);
7. History of threats/attacks against water and wastewater systems;
8. Evolution of the design/operations/maintenance paradigms in response to changes in threats;
9. Proactive response to threats: vulnerability assessment and other tools
10. Proactive response to threats: use of models of the organizational and physical infrastructure system.

Course Requirements and Grading

<p>| | |</p>
<table>
<thead>
<tr>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Exams</td>
<td>50%</td>
</tr>
<tr>
<td>Homework Problems</td>
<td>30%</td>
</tr>
<tr>
<td>Term Project</td>
<td>20%</td>
</tr>
<tr>
<td></td>
<td>100%</td>
</tr>
</tbody>
</table>