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I. CATALOG DESCRIPTION

A. CS 667 / IT 667 – Biometrics (3:3:0)

B. Prerequisites: CS580 or permission of the instructor

C. Catalog Description:

667 / IT 667 Biometrics (3:3:0) Basic principles and methods for automatic authentication of individuals. Technologies include face, fingerprint and iris recognition, and speaker verification. Additional topics cover multimodal biometrics, system design, performance evaluation, and privacy issues. Term project required.

II. JUSTIFICATION

A. Course objectives: The objective of this course is to teach graduate CS students about biometrics, the science of automatic authentication of personal identity. Biometrics is a field of growing importance to homeland security and electronic commerce. The course is comprehensive in range of topics covered and it focuses on major technologies, multimodal biometrics, system design and implementation, comparative performance evaluation, and privacy issues. Students are exposed to the above topics via lectures and appropriate reading assignments, including recent journal and conference papers. Students are expected to complete a term project and to make an in depth presentation on a topic related to biometrics.

B. Course necessity: Biometrics, the science of recovering or verifying a person's identity, measures the physical or behavioral characteristics that make people unique—including fingerprints, an eye's retina or iris, face, hand geometry, signature and voice—and uses those measurements for personal authentication. Biometrics is related to the science of forensics, which uses and interprets physical evidence for legal purposes. The importance of biometrics lies in the fact that traditional means of identification and verification are often unreliable or cumbersome: Passwords are difficult to remember and easy to steal. Keys, driver's licenses, and passports can be lost or forged. The human body and its behavior, on the other hand, can't be forgotten, stolen, forged, or misplaced. Practical uses for biometrics are wide spread and include maintaining the security for both physical and cyber space. In particular, biometrics aids in controlling access to an office, computer network or an ATM, smart cards, wireless communication; confirming the identity of buyers and sellers to make electronic commerce safe and reliable; confirming student identity for distant learning; and safeguarding electronic records related to health care services.

Emerging trends in biometrics employ additional physical characteristics, beyond human external appearance, e.g., the way people look, which are related to behavioral appearance, e.g., the way people act. Human behavior, like gait and running—subject of interest for recent W5+ (who, where, when, what, why, and HOW) image understanding systems, are closely related to Human-Computer Intelligent Interaction (HCII). The scope for biometrics is multi- and inter-disciplinary as it draws from several fields, ranging from signal and image processing, computer vision and pattern recognition, speech processing, machine learning, to cognitive and neurosciences.

C. Course relationship to Graduate Program: This course follows an introductory CS580 - Artificial Intelligence course, is complementary to other CS offerings related to data analysis, and leads to CS 777 – Human-Computer Interaction (HCI). There is no other course offered for our graduate students which teaches those topics at this level.

III. APPROVAL HISTORY

A. Approved by Computer Science Graduate Committee on January 21, 2004
B. Approved by Department of Computer Science on January 28, 2004
C. Approved by IT&E Graduate Studies Committee on January xx, 2004
D. Approved by the IT&E Dean on

IV. SCHEDULING and PROPOSED INSTRUCTORS

Time of Initial Offering: Fall 2004
Proposed Instructor: Harry Wechsler

V. COURSE OUTLINE

1. Introduction
2. Technologies: Face, Fingerprints, Hand Geometry, Iris, and Speech
3. Emerging Technologies
4. Multimodal Biometrics
5. System Design and Evaluation
7. Privacy Issues

Reference Sources