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Course Number:  746

Full Course Title: Advance Seminar on Security
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Credit hours:  3  
Program of Record: Health Science
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Describes new methods to manage and verify identity of patients and providers working within an organization. Includes both issues related to identity management in electronic domain as well as in physical domain. Includes discussion of continuity of care, referral process, recruitment of patients and follow up of clinic visits in the community. Includes emerging topics in health care security.
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Proposed modified course: HSCI 746 (3: 3: 0)

Proposed Title: Advance Seminar on Security

Prerequisites or co-requisites:
Proposed Course Description: Describes new methods to manage and verify identity of patients and providers working within an organization. Includes both issues related to identity management in electronic domain as well as in physical domain. Includes discussion of continuity of care, referral process, recruitment of patients and follow up of clinic visits in the community. Includes emerging topics in health care security.

Course Objectives

1. Identify emerging topics in health care security and privacy
2. Discuss the value of new emerging security control tools
3. Analyze security and privacy insurance products
4. Articulate pro and con arguments for the impact of new security products on business processes and productivity
5. Explore the current role of security and privacy considerations in the society
6. Analyze the career life span and a day in the life of a Chief Compliance Officer
7. Examine managements’ role in securing health services
8. Examine effectiveness of tools for management patient and provider’s identity.