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INFS 565 Database and Distributed System Security Principles

(a) **Course Description:** An introduction to Information and Distributed system security fundamentals. Topics include notions of security, threats and attacks; Legal-Ethical issues; security evaluation; data models, concepts, and mechanisms for database and distributed system security; inference in statistical databases; basic issues in operating system, application and network security.

(b) **Course Objectives:** Students will be exposed to the main issues involved in developing and managing secure information systems. Bird’s eye view of different aspects, from site security to data security, from elementary cryptography to legal and ethical issues.

(c) **Course Prerequisites:** This course assumes some basic working knowledge of databases and of operating systems, comparable to the contents of undergraduate level courses. No security courses are required as prerequisites.

(d) **Course Necessity:** The course is a broad-based introduction to the main concepts of information security. It is intended primarily for students in the Health Care Security and Privacy Certificate and not intended for IT&E students.

(e) **Relationship to Existing Courses:** A more advanced treatment of information security is given in ISA662 Information Systems Security, ISA765 Database and Distributed Systems Security, ISA666 Internet Security Protocols, ISA767 Secure Electronic Commerce.

**COURSE OUTLINE**

1. Basic notions of security, threats, attacks, risks
2. Legal (GLBA, HIPAA, ISO17799) and Ethical Issues
3. Security evaluation (ITSEC, Common Criteria), Compliance and Disaster Recovery
4. Basic cryptographic protocols, keys and certificates (DES, AES, RC*, RSA, MD5, SHA)
5. Identification, authentication, access control (DAC, MAC, RBAC)
6. Operating system security in Windows, UNIX, Linux
7. Database security issues (confidentiality, reliability, integrity, auditing)
8. Statistical databases and inference
9. Distributed databases and on-line transaction processing
10. Firewalls, Intrusion detection, malicious code and antivirus tools
11. WWW security (browsers, scripts, cookies)

**Student Evaluation Criteria**
Evaluation based on Homework assignments, Project or Term Paper, and Midterm and Final exam.

**POSSIBLE TEXTBOOKS**