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1. CATALOG DESCRIPTION
   (a) TCOM 660 Network Forensics (3:3:0)
   (b) Prerequisites: TCOM 509 and a working knowledge of computer programming
   (a) Catalog Description:
       This course deals with the collection, preservation, and analysis of network generated digital evidence such that this evidence can be successfully presented in a court of law (both civil and criminal). The relevant federal laws will be examined as well as private sector applications. The capture/intercept of digital evidence, the analysis of audit trails, the recordation of running processes, and the reporting of such information will be examined.

2. JUSTIFICATION
   (a) Course Objectives:
       At the conclusion of this course, the student will have learned the laws, concepts, tools, and methodologies necessary to collect, preserve, analyze, and present network digital evidence in a court of law. The student will be able to successfully analyze logs, decipher network traffic, and report this information in a suitable format.
   (b) Course Necessity:
       Since the explosion of the Internet with the World Wide Web, our increasingly internetwork-dependent society has been under attack by those who would subvert the Internet for political, economic, and/or personal gain. The field of network forensics represents how intercepted digital evidence is used to document, identify, and successfully prosecute those who would exploit computer networks. Viruses, trojans, worms, root kits, buffer overflows, and other malicious code permeate society, and network forensics provides the tools and techniques to determine and document what happened.
   (c) Relationship to Existing Courses:
       This is a new course in the TCOM program that has been designed to provide a body of knowledge that is directly applicable to the needs of the telecommunications industry. It builds on other courses within the program (TCOM 501/502, TCOM 509, TCOM 548/556, and TCOM 562) with the goal of applying network-engineering skills to the field of network forensics. This course will work hand in hand with the new course TCOM 661 Digital Media Forensics that will be offered in alternating semesters. It will also be a complementary course to another new course, TCOM 662 Network Security Issues, and related courses in INFS.

3. APPROVAL HISTORY
   ECE Department Date: October 18th, 2004
   IT&E Graduate Committee Date: October 21st, 2004
   IT&E Dean Date:

4. SCHEDULING
   Every fall semester, starting fall 2004 and every fall thereafter.
   Proposed Instructors: Dr. Jeremy Allnutt, Mr. Robert Osgood, and other suitably qualified faculty.

5. COURSE OUTLINE
(a) Syllabus

**Week 1**
*Course overview:* Introduction to the course and review of TCP/IP and Ethernet and aspects required for network forensic analysis

**Week 2**
*Presentation of Federal Laws:* Federal laws pertaining to the interception of digital evidence will be presented as they pertain to network forensics

**Week 3**
*Intrusion methodologies:* network vulnerabilities and likely attack points will be presented

**Week 4**
*Network data collection devices.* The role routers, firewalls, intrusion detection systems, together with access control systems will be presented.

**Week 5**
*Log collection and analysis WINTEL:*

**Week 6**
*Log collection and analysis WINTEL (contd.):*

**Week 7**
*Course review;* Mid-term exam

**Week 8**
*Log collection and analysis Unix/Linux*

**Week 9**
*Log collection and analysis Unix/Linux (contd.)*

**Week 10**
*Using PERL to analyze log information*

**Week 11**
*Collection of online processes WINTEL*

**Week 12**
*Collection of online processes UNIX/LINUX*

**Week 13**
*Interception of digital evidence:* Techniques for the interception of digital evidence (Ethereal, Snoop, Etherpeek)

**Week 14**
*Writing computer forensics reports*

**Week 15**
Final exam

(b) Required Reading and Reference Material


Reading assignments from the Web include the following sites:
www.house.gov
www.cert.org
www.cisco.com
www.ethereal.com
www.perl.org
www.foundstone.com

Suggested supplementary material includes:

"PERL by Example",

(c) Student Evaluation Criteria

Mid-term: 35%

Project: 30%

Final: 35%